FAST TRACK PROGRAM

Kaseya, in partnership with Cysurance, offer Cyber Insurance as a Fast Track Program. This provides a simplified, faster
application process for cyber liability coverage for businesses and clients of MSPs that utilize Kaseya’'s Security Stack.

As part of the Kaseya Cyber Insurance Fast Track Program, Cysurance serves as the first line of financial response by offering
up to $500,000 in warranty benefits and $1 million to $5 million cyber insurance options. These benefits provide immediate
financial support for remediation and recovery activities in the event of security breaches or business continuity incidents.

PROGRAM BENEFITS

CERTIFICATION WARRANTY

Cysurance warrants the Kaseya Security Stack,
providing up to $500,000 towards expenses for
remediation activities to cover out-of-pocket
expenses, if the warranted security controls are
circumvented. Features include:

+ Up to $5000,000 towards remediation expense
activities
+ Rapid response for incident expenses

CYBER INSURANCE

Cysurance Flat-fee Cyber Insurance extends
coverage up to the chosen policy limit. Qualifying
businesses can bypass lengthy questionnaires and
adopted cyber insurance plans at highly discounted
premiums.

+ 1M to 5M cyber insurance coverage options
+ First and third -party policy agreements
+ Flat-fee and discounted premiums

+ Applies to Ransom and Business Email + Breach Coach assistance
Compromise events
« Deductible - buy- back for cyber insurance

deductible fees

CONTROL REQUIRED FOR ACTIVATION CYBER INSURANCE POLICY AND COVERAGE

Kaseya's Security Stack « Cyber Extortion M to 5M
E Dark Web ID « Regulatory Defense and Penalties M to SM
BullPhish ID « Business Interruption M to 5M
« Multimedia Liability M to 5M
Graphus OR m Datto SaaS Defense
« Incident Response Expenses M to 5M
m Datto EDR « Security and Privacy Liability M to 5M
RocketCyber « PCl Fines and Expenses M to 5M
Cysurance Certification Warranty Conditions - Digital Asset Destruction M to SM
« MFA on all email accounts « Contingent Business Interruption M to 5M
 Back-ups that are scanned for viruses « Reputational Harm M to 5M
 PHI/PII encryption (if regulatory conditions apply) . Bricking (Hardware Betterment) M to 5M
« Data privacy compliance (if regulatory conditions apply ) Cvber Theft L (Social Eng./Funds T fer) 250,000
» Patch updates within 60 days of release * yber Thefl Loss isocldl Eng./unds franster '
« Out -of cycle invoice and wire validation documented « Telephone Freaking Event 250,000
« All events verified through log data . Cryptojacking Event 250,000

For more information contact

+1 (416) 941-7265 info@summerdigital.ca summerdigital.ca



